Confidentiality Policy
We respect the privacy of everyone linked to Kiddie Kastle. While ensuring that we provide high quality early years care and education in our setting, we aim to ensure everyone can share their information in the confidence that it will only be used to enhance the welfare of their children.

We try to do this by keeping two kinds of records on children attending our setting:
1.
Developmental records : These include observations of children in the setting, samples of their work, summary developmental reports and records of achievement. They are stored on our electronic profile system that is a secure site and can only be assessed by staff having a username and password and parents having their own.  If children have any medical (IHP) or individual needs Plans (IEP), they are stored in the key persons folder within the room.
2.
Personal records : These include registration and admission forms, signed consents, and correspondence concerning the child or family, reports or minutes from meetings concerning the child from other agencies, an ongoing record of relevant contact with parents, and observations by staff on any confidential mater involving the child, such as developmental concerns or child protection matters. These confidential records are stored in a lockable cabinet and are kept secure by the management team.
Parents can have access to the files and records of their own children but do not have access to information about any other child.
Staff will not discuss personal information given by parents with other members of staff, except where it affects planning for the child's needs.  Staff induction includes an awareness of the importance of confidentiality in the role of the key person.

Other records

· Issues to do with the employment of staff, whether paid or unpaid, remain confidential to the people directly involved with making personnel decisions.

· Students on placement at the setting are advised of our confidentiality policy and required to respect it.
All personal or private business records are stored in a locked cabinet and only management staff have access to these records. 0n occasions Data needs to be passed on to a third party for example the early year’s team, the local authority team. This is all done under the Fair Processing Notice and Data protection Policy 1998. The setting is a member of the Information Commissions Office (ICO). 
This statement will be reviewed and updated annually or as when needed during this period by member of the management team..
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